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Billionaire entrepreneur Naveen Jain wrote that “[s]uccess doesn’t necessarily come from breakthrough innovation but from flawless execution. A great strategy alone won’t win a game or a battle; the win comes from basic blocking and tackling.”1 Companies with innovative ideas must execute patent strategies effectively to navigate the current patent landscape. But in order to develop a defensive strategy, practitioners must appreciate the development of the defensive patent playbook.

Article 1, Section 8, Clause 8 of the U.S. Constitution grants Congress the power “to promote the Progress of Science and useful Arts, by securing for limited Times to Authors and Inventors the exclusive Right to their respective Writings and Discoveries.”2 Congress attempts to promote technological progress by granting patent rights to inventors. Under the utilitarian theory of patent law, patent rights create economic incentives for inventors by providing exclusivity in exchange for public disclosure of technology.3 The exclusive right to make, use, import, and sell a technology incentivizes innovation by enabling inventors to recoup the costs of development and secure profits in the market.4

Despite the conventional theory, in the 1980s and early 1990s, numerous technology companies viewed patents as unnecessary and chose not to file for patents.5 In 1990, Microsoft had seven utility patents.6 Cisco
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filed for one patent between 1984 and 1993.\textsuperscript{7} Oracle opposed software patents at the United States Patent and Trademark Office ("PTO") hearings in 1994.\textsuperscript{8} While these companies were not representative of the entire market, companies did not file patents to the extent seen today.\textsuperscript{9}

Multiple factors in the patent landscape caused a dramatic shift in the use of the patent system. First, the Federal Circuit situated the patent system for rapid growth through significant reversals of patent denials by the PTO.\textsuperscript{10} With the patent system primed for growth, Texas Instruments ("TI") and International Business Machines ("IBM") catalyzed a patent aggregation "arms race" that increased patent filings industry-wide.\textsuperscript{11} As a result, webs of fragmented and overlapping patent rights, called patent thickets, developed in many innovative areas.\textsuperscript{12}

After the dot-com bubble collapsed, non-practicing entities ("NPEs") emerged on the patent playing field.\textsuperscript{13} Patent thickets and aggressive litigation by non-practicing entities turned the patent system on its head.\textsuperscript{14} As a result, companies developed an array of defensive options and strategies to counter the changing use of patents. However, the tactics


\textsuperscript{8} Public Hearing on Use of the Patent System to Protect Software-Related Inventions: Before Bruce A. Lehman, Assistant Secretary of Commerce and Commissioner of Patents and Trademarks, USPTO 140 (1994) (statement of Jerry Baker, Senior Vice President, Oracle Corp.) (“I cannot find any evidence that patents for software will tend to [promote technological progress]. Indeed, every indication is to the contrary.”), available at http://www.uspto.gov/web/offices/com/hearings/software/sanjose/sjhrng.pdf.
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needed to navigate the patent system evolved as the landscape shifted. The analysis below follows the chronological evolution of defensive strategies and sets forth a defensive patent playbook for practitioners in the patent field.

This Note proceeds in four parts. Each Part reviews the development of the patent landscape as a necessary backdrop for an analysis of various defensive patent plays. The issues from each era cumulated to shape the current patent landscape. Part I evaluates early defensive methods used to navigate webs of overlapping patent rights. Part II describes the rise of NPEs, changes in substantive doctrines, and additional strategies introduced in the wake of the dot-com bubble. Part III discusses the current trend towards increased monetization, and assesses defensive options in the current landscape. Part IV explores defensive tactics that may become widely used in the future.

I. EARLY HISTORY

Many technology companies did not seek patent rights on their innovations in the 1980s and early 1990s.15 However, the emergence of computer platform-based technologies transformed the patent system. This Part traces the development of the patent landscape during the mid-to late-1990s and analyzes the defensive strategies developed during this era to combat the changing use of patents.

A. BACKGROUND: THE DEVELOPMENT OF PATENT THICKETS

During the “early history,” companies shifted their use of patents after actions by the Federal Circuit prompted growth in the patent system.16 In the 1980s and 1990s the Federal Circuit expanded patent law in the areas of computer software and biotechnology by repeatedly reversing PTO patent denials.17 Further, through a series of decisions, the Federal Circuit relaxed the requirement that inventions be a nonobvious improvement over the prior art.18 Scholars contend that these changes “pushed the law

---

15. See Chien, From Arms Race to Marketplace, supra note 5, at 302–03.
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in an excessively pro-patent direction, broadening the scope of patentable matter and endowing patentees with unwarranted power.”

With the patent system situated for growth, TI and IBM stimulated a patent “arms race” that increased patenting industry-wide. When facing bankruptcy in the mid-1980s, TI initiated a licensing and litigation campaign to save the company. At first, TI took an adversarial stance, but it gradually shifted towards a licensing model. By the 2000s, TI had accumulated an expansive patent portfolio and an estimated four billion dollars in licensing fees. Around the same time, IBM started a licensing and assertion campaign. Armed with a quarter of the software patents granted by the PTO between 1978 and 1988, IBM’s campaign brought in millions of dollars in licensing revenue.

By the 1990s, practicing companies grew tired of paying licensing fees and filed more patent applications under the newly relaxed patenting standard. Companies developed larger patent portfolios because of their shifting views on the importance of acquiring patents for defensive purposes rather than increased research and development spending. As a result, private parties increasingly held exclusive rights in prior discoveries, and patent thickets began to develop in key industries such as biotechnology and computer software. Because cumulative innovation occurs when an invention builds on prior discoveries, these patent thickets became an obstacle to future innovation. Too many owners held exclusive patent rights that inventors sought to build upon.
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Furthermore, excessive privatization occurred in developing platform technologies with significant network externalities. These technologies needed standards for maximum user benefit. In industries such as computer software and telecommunications, formal standard setting was “a core part of bringing new technologies to market.” Excessive patent rights threatened to prevent the development of these standards and to impose a “drag on innovation and commercialization of new technologies.”

Excessive privatization amplified three key transaction costs that companies had to overcome in order to assemble patent rights—search costs, holdouts, and licensing costs. First, the search costs of a patent transaction were costly due to the intangible nature of patent rights. Unlike tangible property that can be clearly defined, the boundaries of patent rights generally remain blurred until a federal court interprets the patent’s claims. A thicker of patents with unclear boundaries placed inventors in a costly struggle to determine where there was freedom to operate and which patents were relevant to their efforts.


Network externalities exist in markets for products for which the utility or satisfaction that a consumer derives from the product increases with the number of other consumers of the product. The telephone is a classic example of a product for which there are network externalities. The benefits to a person from owning a telephone are a function of the number of other people owning telephones connected to the same telephone network . . .
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Second, companies faced holdout problems, which occur when a patent holder learns that its patent rights are essential to an inventor’s overall plan. As the inventor reaches licensing agreements with more patent holders, the inventor becomes more committed to the project, and the remaining patent holders gain leverage to demand a higher fee. Patent thickets exacerbated this problem because an inventor must purchase rights from numerous patent holders to make, use, or sell a new invention that builds upon prior patents.

Finally, negotiating individual licensing agreements with a large number of companies in the industry became prohibitively expensive. In industries where a single product may relate to hundreds of patents, companies avoided attempting to overcome the patent thicket through negotiated licenses and refrained from introducing new products. For instance, according to one commentator, a large company in the pharmaceutical industry developed a treatment for Alzheimer’s disease, but it did not release the drug due to the threat of overwhelming litigation.

Companies needed to develop strategies to overcome the costs associated with fragmented patent rights, especially in the computer software, telecommunications, and biotechnology industries. Consequently, defensive plays materialized to combat excessive privatization.

B. DEFENSIVE PLAYS IN THE EARLY HISTORY

During this era, companies developed three major strategies to navigate the patent thicket: (1) defensive patent aggregation, (2) standard setting and RAND cross-licensing and (3) open source software. These strategies make up the first group of “plays” in the defensive patent playbook.

41. Id.
44. Shapiro, supra note 12, at 126.
46. See Shapiro, supra note 12, at 119.
1. Defensive Patent Aggregation

Companies began to use the defensive aggregation play industry-wide in the late 1990s. The cost of paying for patent licenses, like those paid to TI and IBM, and the lack of freedom to operate spurred the growth of patent aggregation as a defensive strategy. Companies aggregated patents to deter lawsuits, rather than to assert offensively.

Defensive patent portfolios offer no legal defense but can be used to bring counterclaims in a patent suit. Colleen Chien compared mass patent aggregation to the nuclear arms race with each company viewing its patents as instruments of mutually assured destruction. For example, suppose that Company X claims that Company Y infringes its patents. If Company Y has an extensive patent portfolio that potentially covers Company X’s products, Company Y will likely counter with an assertion of patent infringement against Company X. The threat of countersuit creates an incentive for the companies to enter into a cross-licensing agreement or drop their suits.

The size and scope of the patent portfolio dictate the effectiveness of the strategy. During cross-licensing negotiations, the parties rarely scrutinize each individual patent. Companies instead focus on quantity rather than quality because of the high cost of determining the validity and scope of each patent claim. As a result, the aggregated patent portfolio provides “a stronger patent position than the sum of its patent parts.” However, defensive aggregation requires symmetrical risks to deter litigation. As discussed in Part II, NPEs do not face the same retaliatory
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risks because they do not make, use, import, or sell any infringing product.\textsuperscript{58}

Defensive aggregation allows companies to combat excessive privatization by creating a “patent stalemate” with other practicing companies.\textsuperscript{59} In addition to defensive aggregation, another play developed in the early history to assist the assimilation of patent rights in platform-based technologies.

2. Standard Setting/RAND Cross-Licensing

Standard setting and reasonable and nondiscriminatory (“RAND”) licensing pledges provide companies with a method for overcoming transaction costs and standardization issues. Standard-setting organizations (“SSOs”) set standards to promote coordination and interoperability.\textsuperscript{60} When SSOs incorporate patented technology into a standard, the patent holder gains leverage and the power to holdout for inflated licensing rates because of the expense of switching to a different standard.\textsuperscript{61} SSOs attempt to “mitigate the tension between proprietary rights and the need for interoperability” through RAND pledges.\textsuperscript{62}

A RAND pledge is a commitment to offer implementers of a standard a reasonable license to any patents necessary to implement the standard.\textsuperscript{63} Prior to incorporation into a standard, SSOs require patent holders to disclose all patents or pending patent applications relevant to the standard and to submit a Letter of Assurance.\textsuperscript{64} In the Letter of Assurance, patent
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\textsuperscript{64} See, e.g., INT'L ELECTROTECHNICAL COMM’N ET AL., GUIDELINES FOR IMPLEMENTATION OF THE COMMON PATENT POLICY 15 (providing a General Patent Statement and Licensing Declaration Form For ITU-T or ITU-R Recommendation) available at http://www.itu.int/dms_pub/itu-t/oth/04/04/T04040000010003PDFE.pdf (last visited Jan. 16, 2015); Letter of Assurance for Essential Patent Claims, IEEE,
holders agree to license their patents on RAND terms if their patent becomes essential to the practice of the standard.\textsuperscript{65} If patent holders decline to make RAND commitments, their technology will not be integrated into the standard.\textsuperscript{66}

Companies throughout the technology industry implement standards in order to compete in the market and provide interoperable products. In theory, implementers of the standard gain access to patented technology at a reasonable rate, and patent holders benefit through the widespread adoption of their technology and reasonable royalty rights. The patents encumbered by a RAND commitment may still be licensed and asserted, but the patent holder must offer the implementer reasonable licensing terms.\textsuperscript{67} However, after seeking RAND commitments, SSOs rarely become involved in the licensing process.\textsuperscript{68}

This lack of oversight allows standard essential patent (“SEP”) holders to utilize RAND-encumbered patents as offensive and defensive weapons, to encourage cross-licensing.\textsuperscript{69} If a company asserts patent infringement of a non-SEP patent, the alleged infringer can utilize their RAND-encumbered SEPs in the same manner as other patents are utilized.\textsuperscript{70} If a party implements the standard, they necessarily infringe the SEP. Thus, the threat of mutually assured destruction can reduce litigation and forcibly encourage cross-licensing agreements.\textsuperscript{71} However, a recent court ruling has modified patent holders’ ability to obtain injunctions on
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RAND-encumbered patents.\textsuperscript{72} Part III evaluates this modification and the play’s role in the current patent landscape.\textsuperscript{73}

In conclusion, standard setting and RAND pledges enable companies to provide interoperable products in platform-based technologies.\textsuperscript{74} Patent holders benefit from the adoption of their technology, and implementers acquire patented technology at a reasonable rate. But the breach of RAND pledges limits the effectiveness of the play.

3. Open Source Software

In addition to RAND pledges, open source software emerged as an alternative approach to software development.\textsuperscript{75} The label “open source” refers to the distribution of source code used to develop software programs so that other programmers can study and modify the code.\textsuperscript{76} The success of open source depends on shared contributions to a nonproprietary model and the theory that the motivations to innovate go beyond the economic incentives achieved through exclusivity.\textsuperscript{77}

Open source software originated with Richard Stallman’s operating system, which he called GNU.\textsuperscript{78} Stallman granted individuals a license to modify his source code and distribute it to others under the GNU General Public License (“GPL”).\textsuperscript{79} But Stallman required the person who modified and distributed the software to grant others the same conditions granted under the GPL.\textsuperscript{80} Open source software progressed when Linus Torvalds built upon Stallman’s foundation and shared his kernel, a central component of the operating system, under the GPL.\textsuperscript{81} Torvalds’s kernel became known as Linux.\textsuperscript{82}
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After a decade of incremental improvements, technology companies in mainstream industry began to utilize open source software. This utilization promotes innovation and limits the enforcement of patents that use open source software.

a) Open Source License Benefits

Open source licenses promote innovation by increasing competition and empowering diverse problem solving. Open source increases competition by acting as a “valuable check on potential monopoly power.” Enhanced competitiveness yields lower prices and accelerates innovation. For example, in 1998, a leaked internal memorandum from Microsoft revealed that a Microsoft strategist considered open source software a major threat to the company’s dominance over the desktop computer. The increased competition generated through open source licenses prohibited Microsoft from monopolizing the desktop operating platform and charging inflated prices.

Further, open source licenses spur technological development by enabling numerous programmers to contribute to open source projects. The presence of a wide range of contributing licensees allows society to benefit from a multitude of diverse approaches to solving technological issues. Resulting technological developments benefit consumers and companies seeking to promote innovation to achieve business objectives.

b) Open Source Limits on Patent Rights

Using software subject to an open source license does not affect the ability to obtain patent protection, but it severely curtails the enforcement of patent rights. If a programmer includes software under an open source license.
licensing agreement in a proprietary program, the patent holder limits the enforceability of its patent rights against downstream users.

First, under the GPL Agreement, contributors grant the licensee—any user of the open source software—a copyright license to their software. In addition to the direct license granted, companies may be prohibited from utilizing patent rights they have licensed from third parties in open source projects. For instance, Company A receives a patent license from a third party for GreatSoftware with no right to sublicense GreatSoftware. Company A wants to utilize GreatSoftware in an open source project under the GPL. However, because Company A does not have the ability to sublicense GreatSoftware, it cannot satisfy the licensing requirements of the GPL. Thus, Company A must either remove GreatSoftware from its product or not distribute the open source project containing GreatSoftware. Therefore, the requirements of the open source license limit Company A’s ability to utilize patent rights licensed from a third party in conjunction with open source software.

Although open source licenses severely limit the direct use of patent rights, patent holders may still utilize their rights in certain situations. Under the GPL, even if patented technology contains open source software, patent holders may still (1) engage in licensing and assertion campaigns against infringers not using the inventor’s open source code, (2) distribute a patented version of software without the open source code, and (3) assert patent rights against redistributors that do not conform to the open source license terms. For example, if a competitor sells an infringing product not derived from the inventor’s original code, the patent holder may assert its patent rights against the competitor because users who independently created other software are not granted a license. Ironically, the patent holder will likely be unable to assert patent rights against competitors who copy its source code, but will be able to assert patent rights against competitors who did not copy the source code.
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As software patents became more prevalent in the 2000s, open source licenses began to include reciprocal patent agreements, in addition to copyright provisions, to ensure that software patents could not prevent the use or modification of open source software. Part III evaluates how these patent provisions altered this play and describes “infection” defenses provided by open source software.

c) Summary of Open Source Licenses

Open source provides an alternative approach to innovation that enhances competitiveness and enables numerous programmers to contribute to open source projects. Although the first two versions of the GPL only granted a copyright license, the inclusion of open source software in proprietary programs limits patent holders’ ability to enforce patent rights.

II. POST-DOT-COM BUBBLE

After the dot-com bubble burst, obstacles within the patent system accumulated. As practicing companies shifted their use of the patent system and patent thickets expanded, an influential player emerged on the patent playing field—the NPE. The term “NPE” generally refers to patent holders who monetize their patents without producing a product or practicing the technology. The rise of the NPE (or “patent troll”) dramatically altered the patent landscape. This Part introduces a broad strategy to influence substantive doctrinal changes through lobbying and evaluates three additional plays that surfaced during this era: public disclosure, patent pledges, and RPX defensive protection.

A. BACKGROUND: RISE OF THE NPEs

When the dot-com bubble collapsed, failed startup companies (“startups”) provided NPEs with an abundance of patents. During the 1990s and 2000s, startups accumulated patents as tools to receive venture


97. See infra Part III.

98. Orr, supra note 36, at 525 n.3.

capitalist funding. Startup s that owned patents attracted larger investment amounts and experienced longer incubation periods. In the early 2000s, the speculative bubble in the stock market quickly deflated, and “[w]hen the dot-coms came crashing down, many in the IP world suspected that the bankrupt companies held hidden treasures.” NPEs purchased such patent “treasures” at bankruptcy proceedings from failed startups and other technology companies.

Alternative billing arrangements allowed NPEs to take advantage of asymmetrical costs. In the past, attorneys generally billed clients in patent litigation on an hourly basis. However, NPEs began utilizing the contingent-fee arrangement popularized by Jerome Lemelson and his attorney, Gerald Hosier. A contingent-fee arrangement occurs when a lawyer represents a plaintiff in exchange for a specified percentage of the damages or settlement recovered from the defendant. In patent cases, a defendant typically searches extensively for prior art in order to make an invalidity argument, which results in significant discovery costs. NPEs take advantage of lower discovery costs and a contingent-fee arrangement as a strategic advantage against defendants using the more expensive hourly billing structure.

While NPEs assert some legitimate claims of patent infringement, they predominately monetize patents with weak claims of infringement through “nuisance suits.” Although research shows that NPEs generally

101. Id. at 23.
106. See Chien, From Arms Race to Marketplace, supra note 5, at 311–12 (noting that Jerome Lemelson pioneered NPE licensing and assertion campaigns in the 1980s and 1990s by signing licenses with over a thousand companies and earning over a billion dollars).
108. See Schwartz, supra note 105, at 349–53.
109. See Bessen & Meurer, supra note 104, at 413.
110. “Nuisance suits” refer to instances when a patent owner files a patent infringement claim “seeking to license even clearly bad patents for royalty payments small
lose in summary judgment or during trial. NPEs leverage the costs of defending a suit to obtain licensing agreements on weak infringement claims. Between 1985 and 2004, alleged infringers averaged $2.46 million in defense fees in patent litigation suits that continued through trial, whereas alleged infringers only averaged $57,000 in defense fees in suits resolved before going to trial. Because of the costs associated with defending an infringement suit and unclear patent boundaries, approximately seventy percent of all patent cases settled in the early 2000s. NPEs exploit the fact that companies have higher discovery costs and an incentive to settle in nuisance suits for any amount up to the anticipated defense costs.

Further, while defensive patent aggregation may give companies the ability to neutralize potential suits against other practicing companies, NPEs do not fear countersuit. For aggregation to deter suits, two or more companies must have symmetry of exposure that maintains a “patent stalemate.” If two companies each own extensive patent portfolios and produce products, the risk of countersuit deters patent assertion. However, unlike practicing companies, NPEs do not face the same retaliatory risks because they do not make, use, import, or sell any infringing product or technology. An NPE’s primary risks in patent litigation are that (1) the court shifts the fees to hold the NPE liable for the defendant’s expenses, or (2) the court invalidates the asserted patent, enough that licensees decide it is not worth going to court.”


111. John R. Allison et al., Patent Quality and Settlement Among Repeat Patent Litigants, 99 GEO. L.J. 677, 693–94 (2011) (exposing that if default judgments are not taken into account, NPEs win only 8% of their cases).
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119. 35 U.S.C. § 285 (2012) provides that in “exceptional cases” the court may award reasonable attorney fees to the prevailing party. NPEs face more risk from fee-shifting after Octane Fitness, LLC v. ICON Health & Fitness, Inc., 134 S. Ct. 1749 (2014). See infra Part IV.
foreclosing any future assertion of the invalidated patent by the NPE.\textsuperscript{120} Because of these limited risks, NPEs exploit the asymmetrical exposure and cost of litigation to their advantage.\textsuperscript{121}

As a result, by the mid-2000s, NPEs brought around twenty percent of total patent infringement suits and became prominent players in the patent field.\textsuperscript{122} For example, Acacia Research Corporation (“Acacia”), a publicly traded company, monetizes purchased patents\textsuperscript{123} and enforces patents owned by individual inventors or companies.\textsuperscript{124} From 1993 to 2008, Acacia generated $410 million in revenues and litigated 308 lawsuits.\textsuperscript{125}

Additionally, Intellectual Ventures (“IV”) became a feared NPE during this time with an estimated portfolio of over 30,000 patents.\textsuperscript{126} IV portrays its primary purpose as a patent intermediary that facilitates patent transactions between individual inventors and manufacturing entities.\textsuperscript{127} However, Robin Feldman and Tom Ewing identified 1,276 shell companies that IV operated to hide nearly eight thousand U.S. patents and three thousand pending applications.\textsuperscript{128} IV’s use of shell companies does not promote its claimed role as a “patent intermediary.” Conversely, the use of shell companies enhances IV’s leverage in licensing and assertion campaigns by hiding patents until after companies have committed to the underlying technology.\textsuperscript{129}

In addition to the threat of NPEs, the continuing influx of patents exacerbated patent thickets. These obstacles prompted further additions to the defensive patent playbook.

\begin{itemize}
\item \textsuperscript{120} Allison et al., supra note 111, at 678-80.
\item \textsuperscript{121} Chien, From Arms Race to Marketplace, supra note 5, at 317–18.
\item \textsuperscript{123} Orr, supra note 36, at 525–26.
\item \textsuperscript{124} Chien, From Arms Race to Marketplace, supra note 5, at 328–29.
\item \textsuperscript{125} Id. at 329.
\item \textsuperscript{126} Feldman & Ewing, supra note 99, at 4.
\item \textsuperscript{127} Historic al Perspective on the Patent Market, INTELLECTUAL VENTURES INSIGHTS BLOG (July 1, 2013), http://www.intellectualventures.com/insights/archives/historical-perspective-on-the-patent-market.
\item \textsuperscript{128} Feldman & Ewing, supra note 99, at 4.
\item \textsuperscript{129} Orr, supra note 36, at 543–44.
\end{itemize}
B. DEFENSIVE PLAYS IN THE WAKE OF THE DOT-COM BUBBLE

While companies continued to use the plays from Part I, four additional plays entered the defensive patent playbook during this era: lobbying for doctrinal changes, public disclosure, patent pledges, and RPX defensive protection. Public disclosure and patent pledges provide companies with further methods of navigating patent thickets but do not provide additional defense from NPEs. Companies attempted to address the NPE threat that emerged in the wake of the dot-com bubble by seeking substantive changes in the law.

1. Lobbying for Changes in Patent Doctrines

As a general defensive strategy, companies with significant resources may attempt to change the law. These companies can seek doctrinal changes from the legislative branch by funding advocacy groups and from the judicial branch by filing amicus curiae briefs. While this play will not mitigate imminent threats, changes in patent law doctrines may have the greatest effect on the future patent landscape.

Companies may fund lobbying groups that will advocate on behalf of their interests. Lobbying has been a method of change in this country since the founding of the Republic and has become central in patent law reform. For example, when the patent system began to accumulate the obstacles discussed above, Congressman Lamar Smith introduced the Patent Reform Act of 2005, which he called “the most comprehensive change to U.S. patent law since Congress passed the 1952 Act.” In response to reform efforts, many large companies allocated substantial money to form and fund lobbying groups, such as the Coalition for Patent Fairness and the Coalition for 21st Century Patent Reform. These

130. See supra Part I.
131. “Amicus curiae” refers to “someone who is not a party to a lawsuit but who petitions the court or is requested by the court to file a brief in the action because that person has a strong interest in the subject matter.” BLACK’S LAW DICTIONARY 102 (10th ed. 2014).
lobbying groups represented both the information technology and biomedical industries, which had divergent interests. Eventually, after millions of dollars and significant compromises, the Patent Reform Act of 2005 evolved to become the America Invents Act (“AIA”), which strengthened companies’ defensive position. However, the Supreme Court addressed many of the proposed changes before the AIA was signed into law.

In addition to legislative lobbying, companies may seek to influence patent doctrines through amicus curiae briefs. The influence of amicus curiae briefs is debatable, but companies throughout the 2000s filed these briefs in support of their interests. For example, in 2006 and 2007, companies filed extensive amicus curiae briefs in substantive patent law cases before the Supreme Court. In eBay Inc. v. MercExchange, L.L.C., a number of technology companies filed briefs supporting eBay’s certiorari petition. Ultimately, the Court’s opinion increased the difficulty of obtaining a permanent injunction to prevent further use of infringing technology. The decision essentially eliminated NPEs’ ability to

139. eBay, 547 U.S. 388 (2006):

According to well-established principles of equity, a plaintiff seeking a permanent injunction must satisfy a four-factor test before a court may grant such relief. A plaintiff must demonstrate: (1) that it has suffered an irreparable injury; (2) that remedies available at law, such as monetary damages, are inadequate to compensate for that injury; (3) that, considering the balance of hardships between the plaintiff and defendant, a remedy in equity is warranted; and (4) that the public interest would not be disserved by a permanent injunction.

Id. at 391.
threaten companies with injunctions, thereby reducing their leverage.\textsuperscript{140} Furthermore, in \textit{KSR International Co. v. Teleflex, Inc.}, numerous companies filed amicus curiae briefs.\textsuperscript{141} The holding in this case broadened the applicability of the obviousness test, ruling that obviousness is not "confined by a formalistic conception of the words teaching, suggestion, and motivation."\textsuperscript{142} The decision made the obviousness claim easier to assert as an invalidity defense and seemingly diminished the presumption of patent validity under 35 U.S.C. § 282. It remains unclear what, if any, effect the amicus curiae briefs had on the Court’s holdings, but both decisions increased defendants’ leverage in patent litigation.

In conclusion, companies may seek to change patent law doctrines through lobbying and amicus curiae briefs. The results of lobbying develop slowly, and the value gained from amicus curiae briefs is difficult to measure. However, companies that successfully affect substantive patent doctrines shift their exposure in the patent landscape. These efforts will likely be coupled with other defensive plays, such as public disclosure.

2. Public Disclosure

Public disclosure erects a “bulwark against future patent threats” by creating prior art that patent applications must overcome.\textsuperscript{143} Patent examiners evaluate patent applications by searching the state of the prior art.\textsuperscript{144} When parties disclose information, the disclosure becomes part of the existing prior art.\textsuperscript{145} Because no patent may be granted for knowledge within the prior art or any obvious improvement thereupon, public

\textsuperscript{140} Courts have granted injunctions to NPEs in a handful of cases. See, e.g., Joyal Prods., Inc. v. Johnson Elec. N. Am., Inc., No. 04-5172 (JAP), 2009 WL 512156 (D.N.J. Feb. 27, 2009) (granting an injunction in favor of a NPE that had previously practiced the patent); Commonwealth Scientific & Indus. Research Org. v. Buffalo Tech. Inc., 492 F. Supp. 2d 600 (E.D. Tex. 2007) (granting an injunction to a research institution of the Australian government).


\textsuperscript{143} Schultz & Urban, \textit{supra} note 43, at 27.

\textsuperscript{144} Prior art may be defined as references or knowledge available to the public before a specified date. See generally Robert P. Merges, \textit{Priority and Novelty Under the AIA}, 27 BERKELEY TECH. L.J. 1023 (2012).

\textsuperscript{145} The AIA enhances the power of public disclosure because other inventors can no longer swear behind disclosed references. 35 U.S.C. § 102(b) (2012).
disclosure affects the patentability of others’ inventions.\textsuperscript{146} Companies use public disclosure as a salvage strategy or as a tactic to reduce downstream transaction costs. There are multiple methods of implementing this play, each with their own benefits and limitations.

\hspace{1em} a) Public Disclosure Benefits

Companies impede competitors from obtaining patents and reduce the patent thicket through the public disclosure play. They implement this strategy in two different scenarios. First, companies may use public disclosure as a salvage strategy when their research leads to an unpatentable invention or a “patentable invention that is of limited commercial value.”\textsuperscript{147} Even if their research does not yield valuable patent rights, companies affect the patentability of others’ inventions by altering the state of the prior art.\textsuperscript{148}

In addition, companies may use public disclosure to reduce downstream transaction costs. As the value of patent rights increased in the 1990s, the value of preempting patent rights increased.\textsuperscript{149} As a result, entities attempt to obtain preempting patent rights.\textsuperscript{150} These entities profit by controlling the building blocks that further cumulative innovation can build upon.\textsuperscript{151} Practicing companies may utilize public disclosure to prevent others from obtaining preemptive patent rights and consequently eliminate prohibitive transaction costs. By entering information into the public domain, companies strategically “forgo property rights to reduce downstream transaction costs.”\textsuperscript{152}

For example, in the late 1990s, scientists used single nucleotide polymorphisms (“SNPs”) as diagnostic tools that functioned as “disease markers.”\textsuperscript{153} SNPs could have created “a potential anticommons” because in theory many SNPs could be present in a gene that causes a disease.\textsuperscript{154} Any organization researching a gene in order to create a therapy would

\begin{flushleft}
\textsuperscript{146} See Gideon Parchomovsky, \textit{Publish or Perish}, 98 MICHL. REV. 926, 928 (2000).
\textsuperscript{148} See Parchomovsky, \textit{supra} note 146, at 928.
\textsuperscript{149} See Merges, \textit{supra} note 87, at 185–86.
\textsuperscript{150} \textit{Id.}
\textsuperscript{151} The \textit{In re Fisher} case now prevents the patenting of research intermediaries that provide no practical benefit to the public by ruling that these intermediaries contain no specific and substantial utility. 421 F.3d 1365, 1367 (Fed. Cir. 2005).
\textsuperscript{152} Merges, \textit{supra} note 87, at 191.
\textsuperscript{153} \textit{Id.} at 189.
\textsuperscript{154} \textit{Id.} at 189–90.
\end{flushleft}
need to license every patented SNP associated with that gene.\textsuperscript{155} Ten major pharmaceutical companies responded by creating the SNP Consortium for the purpose of entering SNPs into the public domain.\textsuperscript{156} The SNP Consortium set out to disclose 300,000 SNPs in two years, but it surpassed this goal by entering nearly 1.4 million SNPs into the public domain by the end of 2001.\textsuperscript{157}

b) Public Disclosure Limitations

The public disclosure play may eliminate companies’ ability to obtain patent rights. Under 35 U.S.C. § 102, inventors must file a patent application within one year of public disclosure.\textsuperscript{158} Therefore, unless a patent application is filed within one year of disclosure or as the method of disclosure, companies lose their ability to seek patent rights by utilizing a public disclosure strategy.

This bar may become important because the public disclosure play sometimes relies on third parties. If a company wants to use public disclosure to reduce downstream transaction costs, the company must ensure that others in the industry will make similar public disclosures before implementing this tactic because once one party begins preempting, “all will want to obtain blockade positions.”\textsuperscript{159} However, the risk of losing the ability to obtain patent rights can be mitigated by a strategic disclosure strategy.

If a company decides to use public disclosure, it must determine the most effective method of implementing the strategy. This Note analyzes three methods of entering information into the public domain: (1) creating a printed publication, (2) filing a utility patent application, and (3) prosecuting a patent application and dedicating the patent to the public. Each method contains its own limitations.

Parties may disclose their technology by creating a printed publication. The PTO considers a reference to be a printed publication “upon a satisfactory showing that such document has been disseminated or otherwise made available to the extent that persons interested and ordinarily skilled in the subject matter or art, exercising reasonable
diligence, can locate it.” Therefore, a party could create a “printed publication” by publicly posting information on the internet.

Creating a printed publication enables quick and cheap disclosure. However, in order for the disclosure to be considered prior art, the patent examiner must learn about it, and the disclosed information must be described in a comprehensible manner. Patent examiners spend on average only eight to eighteen hours to complete review work for each patent. Therefore, in order for this method of public disclosure to be effective, companies must make the printed publications easily searchable, and the inventors must provide comprehensible disclosures in the publications.

Alternatively, parties may disclose information through the PTO by filing a patent application. Patent applications become prior art as of their filing date and are published eighteen months after the filing date or earlier if requested. Thus, a party may choose to file a patent application to create prior art and then later abandon the application.

Filing a patent application as a method of disclosure enhances the effectiveness of the play and mitigates the risk of losing patent rights. First, it increases the patent examiner’s ability to find the disclosure. Also, because it generally takes over one year for a patent application to become abandoned, companies utilizing this method have more time to withdraw from the public disclosure strategy without forfeiting their ability to gain patent protection.

Nevertheless, filing a patent application to disclose has its own drawbacks. First, it may become expensive to file an application for each
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161. Schultz & Urban, supra note 43, at 27–28 (noting that organizations have attempted to build a repository for prior art to help lower the search costs associated with finding the published information for both defense lawyers and the PTO).
162. Id. at 29.
165. Prior to the implementation of the AIA, 35 U.S.C. § 157 (2006) allowed inventors to file a Statutory Invention Registration (“SIR”) that prevented others from obtaining a patent but lacked any enforceability right.
166. Companies must fail to reply to an Office Action from the PTO before the application is abandoned. 35 U.S.C. § 133 (2012). The type of technology of the invention dictates the response time for an Office Action. The PTO provides estimates of the time until a first Office Action on its website, at http://www.uspto.gov/cgi-bin/fao_calc/fao_calc.pl?au=&submit=Search+by+Art+Unit.
disclosure. The PTO currently charges $280, or $140 for a small entity, to file a utility patent application. Furthermore, while a patent application becomes prior art as of its filing date in the United States, the patent application may not serve as prior art internationally until published. Companies seeking to disclose information internationally may choose to simultaneously create a printed publication online, rather than relying on the PTO to publish their application in a timely manner.

Finally, companies may prosecute patents and subsequently dedicate the patent to the public. However, companies likely would choose alternative methods of public disclosure due to the cost associated with prosecuting a patent application.

c) Summary of the Public Disclosure Play

Companies primarily consider implementing a public disclosure play in two scenarios. First, companies may utilize public disclosure to supplement prior art as a salvage strategy when an invention is unpatentable or of limited commercial value. Second, where the value in preventing preemption exceeds the value of patent rights, companies may consider utilizing public disclosure to eliminate downstream transaction costs associated with excessive fragmentation of patent rights. Before using this tactic, however, companies must ensure that others in the industry commit to making similar public disclosures because once one company begins preempting, other companies may abandon the public disclosure strategy. Ideally, in order to protect patent rights, companies implementing public disclosure would simultaneously create a comprehensible “printed publication” and file a patent application that will subsequently be abandoned.

3. Patent Pledges

In addition to public disclosures, companies may use patent pledges as a defensive tactic. Patent pledges are “promises by patent holders not to enforce their patents under certain conditions.” These pledges are
typically announced publicly and do not require reciprocal agreements by other inventors or companies. Parties who utilize patent pledges do so in reliance on the legal doctrines of contract law, estoppel, or implied license.

Since ownership of the pledged patents remains with the promisor, these patents likely retain their defensive utility against other practicing companies in the future. Further, because NPEs are not exposed to countersuit, a patent pledge does not affect NPE litigation. Thus, patent pledges do not reduce or modify the promisor’s exposure to patent litigation, but they do provide practicing companies with alternative benefits.

a) Patent Pledge Benefits

Patent pledges provide consumers assurance of an open network, influence the development of standards, and increase innovation by startup companies. First, patent pledges provide consumers assurance that the pledged patents will not hinder the adoption of market-wide interoperability standards. In markets with network externalities, assurances of interoperability possess significant power. A patent pledge can eliminate the threat of dominance present in a proprietary system and assures users of a commitment to interoperability, which influences consumers’ views of the expected network size. In network markets, consumers base purchases of durable products on the expected size of the network. Thus, assurances to consumers may be a powerful tactic
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175. Id.
176. Id. (explaining that an implied license requires the pledgee to show that the pledgor intended to license the patent for a specific use and estoppel only provides a defense to patent infringement when the alleged infringer can show that he knew of the patent pledge and reasonably relied upon it).
177. Id. at 7–8.
because systems that are expected to be popular will be more popular for that reason.181

IBM's support of Linux provides an example. IBM focused its business on the sale of “infrastructure” software, including network management, collaboration tools, and databases.182 In the late 1990s, IBM recognized that its computer operating system, OS/2, could not compete with Microsoft’s Windows operating system.183 If Microsoft controlled the personal computer operating system, IBM would have suffered financially because the operating system acted as an “input into its main product lines” of infrastructure software.184 IBM responded by supporting the open source Linux platform and announced it would invest one billion dollars to make Linux suitable for enterprise use.185 IBM continued its commitment by making a patent pledge of five hundred patents in 2005 that “made the headlines of every major technology-related news publication.”186 The patent pledge assured users that they could commit to Linux without the threat of dominance present in a proprietary operating system such as Microsoft Windows.187 Ultimately, the assurance provided by IBM's patent pledge likely altered the competitive landscape and improved IBM's position in the market.

Furthermore, companies may use the assurances of patent pledges to influence the competitive environment in which they operate by promoting standards or preventing their adoption. In markets with network externalities, a natural tendency toward standardization exists.188 Patent pledges commit the network to openness and concede any attempt for proprietary control over the standard.189 Because the assurance of

182. Merges, supra note 87, at 192.
187. Merges, supra note 87, at 186 (stating that IBM's investment in the Linux system “amounts to a credible commitment that no one—including IBM itself—will be able to exercise the sort of hold-up power that comes with exclusive ownership of property rights in a computer operating system”).
188. Katz & Shapiro, Systems Competition and Network Effects, supra note 181, at 105.
189. Merges, supra note 87, at 193.
openness alters consumers’ expectations as to the size of the network, patent pledges influence the adoption of a standard. For instance, IBM utilized its patent pledge to promote the Linux operating system, which prevented Microsoft’s Windows system from becoming the industry standard.\textsuperscript{190}

Finally, established companies may utilize a patent pledge to promote increased innovation by startup companies. Patent thickets can increase at least three costs for startups: (1) costs of inventing around others’ patent rights, (2) costs of acquiring patents owned by others, and (3) costs of infringement, which includes licensing costs and litigation costs.\textsuperscript{191} Patent pledges may reduce these costs for startup companies entering the market by clearing a portion of a patent thicket.\textsuperscript{192}

These reduced costs may promote increased funding of startup companies. When applying for venture capitalist funding, a startup typically reports ongoing litigation.\textsuperscript{193} A litigation risk or the potential for licensing demands deters some investors who see the exposure as a limit to potential revenue.\textsuperscript{194} Economist Catherine Tucker estimates that venture capitalist investments in new innovations and startup companies over the past five years would likely have been $109 million higher if not for the excessive patent litigation by “non-frequent litigators” and $22.772 billion higher if not for litigation brought by “frequent litigators.”\textsuperscript{195}

Thus, the patent pledgor may “forego [sic] potential opportunities to license their [intellectual property rights] in hopes of increasing innovative activity that will spur demand for complementary products and services from which the contributor can appropriate value.”\textsuperscript{196} For example, IBM strategically employed a patent pledge to increase innovative activity by programmers within the Linux platform. The patent pledge spurred the development of Linux, resulting in increased demand for IBM’s infrastructure software.\textsuperscript{197} While patent pledges provide companies with multiple benefits, the play contains some limitations.

\begin{itemize}
\item \textsuperscript{190} See id. at 123.
\item \textsuperscript{191} See Wen, supra note 185, at 5.
\item \textsuperscript{192} Id. at 2.
\item \textsuperscript{194} Id. at 10 (recognizing that “there may be other positive effects of patent litigation on VC investment that should be traded off against the potential for these negative effects”).
\item \textsuperscript{195} Id. at 36.
\item \textsuperscript{196} Wen, supra note 185, at 29.
\item \textsuperscript{197} Merges, supra note 87, at 192–93.
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b) Patent Pledge Limitations

Companies should be aware of a patent pledge’s inability to alleviate concerns regarding the enforceability and revocability of the pledge. In theory, after making a patent pledge, companies cannot assert patent rights against others that meet the conditions of the pledge. Thus, the pledgor has no ability to offensively monetize the pledged patents. However, no caselaw has interpreted the enforceability of patent pledges or their revocability. According to some scholars, patent pledge enforceability remains vulnerable to attack because the pledges rely on the doctrines of estoppel and implied license. Further, the revocability of patent pledges remains a concern. Without a reciprocal agreement to keep the pledged technology open, a pledge could theoretically be withdrawn. The pledgor may change its business strategy, or the pledged patents may be transferred to a successor that chooses not to honor the patent pledge. The determination of the enforceability of a pledge and whether the pledge can be revoked influences both the effectiveness of the patent pledge and the value of the patents.

c) Summary of the Patent Pledge Play

Companies participating in a market with network externalities may consider the patent pledge as a tactic to (1) provide consumers assurance of an open network, (2) influence standardization within the market, and (3) increase innovative activity by startup companies. A company with patents used for primarily defensive purposes must determine if the value derived from the patent pledge exceeds the value of maintaining unencumbered patents for future use. If a company’s business model depends on the monetization of patents, the potential value gained through the patent pledge must be weighed against the income derived from patent monetization.
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Because the contours of patent pledge enforceability and revocability have not been clearly defined, companies implementing technology included in patent pledges must consider the risk that a pledged patent will be revoked or transferred to an offensive entity. Companies may consider seeking a license from the pledgor, if feasible, to eliminate this risk. However, if the patent pledge garnered significant publicity, the risk of revocation may be mitigated by the reputational harm that would result.

4. Defensive Protection: RPX

In addition to self-implemented plays, companies may utilize a third party for added protection. In 2008, RPX Corporation (“RPX”) began offering a “Defensive Patent Aggregation” service to reduce companies’ exposure to patent litigation.205 RPX monitors patents available for sale and acquires patents that may be asserted against members or potential members.206 RPX licenses these patents to companies that pay the annual subscription fee to become a member.207 Thus, RPX protects members from immediate threats of patent litigation from other practicing companies and NPEs.

However, once a license has been provided, RPX may sell the acquired patents to practicing companies or NPEs, which has been called a “catch and release method.”208 Releasing patents seems to fuel, rather than deter, the threat of patent litigation. RPX does not assert patents209 but indirectly poses a significant threat to practicing companies. Suppose RPX approaches Company Z and asks them to become a member. Company Z rejects the offer. RPX can sell a patent to an aggressive third party that will bring suit against Company Z so that the next time Company Z will be more compliant with RPX’s request. One company has already claimed that RPX is guilty of extortion, racketeering, and wire fraud.210

RPX has recently started to offer patent litigation insurance products.211 These insurance products attempt to transform “the expensive
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uncertainty of NPE litigation into a manageable and predictable cost of business.”

However, it appears only a handful of companies have chosen to utilize the insurance products.

In conclusion, companies may utilize the RPX defensive protection play to supplement other patent strategies. However, RPX’s “defensive patent aggregation” service provides limited protection from litigation exposure and creates additional threats in the patent system. These services provide companies with various tools, but the trend of increased patent litigation has not subsided.

III. CURRENT LANDSCAPE

Excessive litigation of patent rights has caused the media, legal scholars, and President Obama to question the validity of the current patent system. The obstacles of prior eras have accumulated in the current patent landscape. Practicing companies fight “patent wars” in areas of dense patent thickets, and the number of NPE suits continues to grow. Data provided by RPX indicates that in 2012, NPEs brought sixty-two percent of patent infringement suits.

In addition to the lingering threats, some practicing entities in the current landscape shifted from patent aggregation to patent monetization. As a result, companies

212. Id.
218. Chien, Patent Trolls by the Numbers, supra note 122.
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have resorted to (1) old plays in the current landscape, (2) modified plays, and (3) new entries to the defensive patent playbook. However, in order to understand these plays, the progression of the current patent landscape must be evaluated.

A. BACKGROUND: A TRANSITION IN THE USE OF AGGREGATED PATENTS

In light of the high costs associated with acquiring and maintaining patent portfolios, company executives eventually questioned whether their intellectual property assets had the potential to earn income.\textsuperscript{220} Many companies had diverted substantial money from their research and development funds to acquire patents,\textsuperscript{221} and paid thousands of dollars in maintenance fees for each individual patent.\textsuperscript{222} As a result, some companies progressed from defensive patent aggregation to offensive patent monetization.\textsuperscript{223}

Monetization of a patent portfolio generates revenue to recoup purchase costs, offset maintenance fees, fund research and development, or enable a change in direction for the company.\textsuperscript{224} Monetization by companies occurs in three forms: (1) direct licensing and assertion campaigns against other practicing companies, (2) selling patent assets, and (3) patent privateering.\textsuperscript{225}

As previously discussed, IBM and TI pioneered the monetization of patents through licensing and assertion campaigns.\textsuperscript{226} With this model in place, other companies that originally built patent portfolios for defensive purposes developed separate licensing and assertion divisions to generate royalties from their portfolios.\textsuperscript{227} For example, General Electric, which historically has rarely engaged in licensing, began enforcing patents

\textsuperscript{220} Lerer, supra note 102, at 12.
\textsuperscript{221} Tom Ewing, Indirect Exploitation of Intellectual Property Rights by Corporations and Investors: IP Privateering and Modern Letters of Marque and Reprisal, 4 HASTINGS SCI. & TECH. L.J. 1, 16 (2012).
\textsuperscript{222} After the PTO grants a patent, patent holders must pay maintenance fees after three and a half years ($1600), seven and a half years ($3600) and eleven and a half years ($7400). 37 C.F.R. § 1.20(e)–(g) (2013).
\textsuperscript{223} Chien, From Arms Race to Marketplace, supra note 5, at 325.
\textsuperscript{224} Orr, supra note 36, at 540.
\textsuperscript{225} Id. at 539.
\textsuperscript{226} See supra Part I.
\textsuperscript{227} Orr, supra note 36, at 540.

In contrast, other companies monetize by selling their patents if offensive assertion is not feasible given the companies’ resources and culture. Companies sell ancillary patents to both practicing companies and NPEs with grant-back licenses to eliminate the risk of the patents being used against them. For instance, Acacia claimed that it was approached by “large companies looking to turn their patents into revenue.” Similarly, IV contends that practicing companies sell their patents to NPEs. In fact, some companies that previously spoke out about the negative effects of NPEs later sold their patents to those same entities. But most companies remain hesitant, at least publicly, to sell their patents to NPEs because many in the patent field consider this action an “unforgivable sin.”

Finally, companies monetize their patent portfolios through patent privateering. Patent privateering occurs when practicing companies sponsor NPEs by transferring full or partial interest in patents to NPEs under revenue sharing arrangements. The privateer, a specialized form of NPE, acts as an agent for these sponsors who are working to achieve corporate goals. The sponsor may attempt to camouflage its involvement. This practice allows companies to indirectly monetize their patent portfolios and alter the competitive landscape, while maintaining
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focus on their core business and avoiding the risk of retaliation or reputational damage.\textsuperscript{240}

While the secretive nature of some patent privateering makes it difficult to trace, it appears that companies provide patent arms to some NPEs.\textsuperscript{241} For example, Nokia and Sony each transferred patents to an NPE, Mobile Media LLC, that later asserted those patents against Apple.\textsuperscript{242} Similarly, Microsoft transferred patents to a Canadian NPE, Mosaid Technologies, that later brought suit against Google.\textsuperscript{243}

In addition to arming NPEs, companies also create NPEs for the purpose of patent privateering. In July 2011, Apple, Microsoft, Research in Motion, Sony, Ericsson, and EMC formed a company, called the Rockstar Consortium, to outbid Google and Intel for Nortel Networks’ patent assets.\textsuperscript{244} After the purchase, Rockstar Consortium maintained control of the patents and acted as a privateer for its founding companies. Rockstar used Nortel’s patents to initiate suits against Google and Samsung.\textsuperscript{245}

As these challenges in the patent landscape have accumulated, companies have resorted to old plays, modified tactics, and new strategies.

B. OLD PLAYS IN THE CURRENT LANDSCAPE

Although developed in the mid-1990s, companies continue to use defensive aggregation and patent pledges to enact defensive patent strategies. Companies in today’s landscape implement these plays in their original form. The following analysis provides examples of the modern use of this “old play.”

1. Defensive Aggregation

Defensive aggregation may be considered an “old play,” but companies still utilize the threat of mutual destruction as a defensive tactic in modern practice. For example, Facebook utilized defensive aggregation in litigation against Yahoo!. Just before Facebook’s initial public offering,
Yahoo! asserted ten patents against Facebook. Facebook counterclaimed using ten of its own patents, four of which it acquired after Yahoo!’s initial assertion. Three months after the initial complaint, Yahoo! and Facebook ended the infringement suit and formed a “strategic alliance.”

Similarly, defensive aggregation of patents has been rampant in the ongoing smartphone patent litigation. In October 2009, Nokia sparked a series of suits by asserting that Apple’s iPhone infringed their patent rights. The companies settled twenty months later, but the “smartphone war” had begun. Technology giants—such as Microsoft, Google, Apple, Samsung, Research in Motion, and HTC—became participants in a series of patent litigation actions that instigated vast expenditures in patent aggregation. In July 2011, the Rockstar Consortium paid $4.5 billion to outbid Google and Intel for Nortel Networks’ six thousand patent assets. Google responded by acquiring 17,000 patents in its purchase of Motorola Mobility for $12.5 billion. Google announced that its primary objective was to protect itself and other business partners from future patent litigation.
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As illustrated, companies implement defensive aggregation effectively in the modern landscape. However, defensive aggregation is not the only old play that remains in the modern playbook.

2. Patent Pledges

Although developed in the mid-2000s, companies have recently implemented the patent pledge. For instance, Google and Tesla Motors recently used the patent pledge tactic. Google controls the Android operating system used on hundreds of millions of mobile devices worldwide.\(^{255}\) Android allows users to develop applications, commonly referred to as “apps,” and distribute these applications on the Google Play marketplace.\(^{256}\) In March 2013, Google announced an Open Patent Non-Assert (“OPN”) Pledge.\(^{257}\) The OPN Pledge states that Google will not “sue any user, distributor or developer of open-source software on specified patents, unless first attacked.”\(^{258}\) By October 2014, Google had included 114 U.S. patents and 131 international patents in the OPN Pledge.\(^{259}\) Just as IBM assured consumers that they could commit to Linux’s open source operating system with their patent pledge,\(^{260}\) Google’s OPN Pledge assures users freedom to develop open source software within the Android platform. Additionally, like IBM’s pledge increased software for the Linux system,\(^{261}\) Google’s pledge will probably enhance the amount of apps produced for the Android platform.

Similarly, Tesla Motors Inc. (“Tesla”) recently implemented a patent pledge. Tesla’s chief executive officer, Elon Musk,\(^{262}\) announced that “Tesla will not initiate patent lawsuits against anyone who, in good faith,
wants to use our technology.”

At the time of the announcement, Tesla had 172 issued U.S. patents and 123 published pending applications comprised primarily of battery and charging technologies.

While Tesla’s exact motivations remain unclear, Musk may have sought to assure customers that Tesla would operate on an open network that would not confine consumers to Tesla’s charging technology and stations.

Three days after issuing its patent pledge, Tesla met with Nissan and BMW to discuss methods of collaboration and a supercharging network. This meeting led some to speculate that Tesla seeks to make its roadside charging stations or battery packs the industry standard. Yet, it is equally plausible that Tesla’s patent pledge intended to ensure that other companies do not exclude Tesla from an interoperable network. Others argue that Tesla seeks to coordinate electric vehicle makers around open standards and allow more companies to enter the industry in order to overcome the gasoline-vehicle standard. Ultimately, while patent pledges can promote or deter the adoption of standards, it is unclear which interoperable component Tesla allegedly seeks to promote as a standard.

Finally, Tesla may be foregoing opportunities to license their charging and battery technology in an effort to spur innovation within the electric vehicle industry. Just as increased innovation within the Linux platform ultimately stimulated demand for IBM’s infrastructure software, spurred innovation in battery technology could propel the electric vehicle industry and thereby increase demand for Tesla’s cars and batteries.

While the effectiveness of these pledges remains uncertain, companies implement patent pledges in the modern landscape. In addition to these old plays, the modern defensive playbook contains a couple of plays that have been adapted for the current landscape.

C. MODIFIED PLAYS IN THE CURRENT LANDSCAPE

Part I evaluated the open source and RAND strategies implemented in the 1990s. However, these plays have evolved over time. The following analysis traces the development of the open source and RAND plays and provides the current strategies for their utilization. Some of the plays discussed in this Section provide litigation tactics available in very specific situations rather than general defensive strategies.


Open source licenses evolved over time. Because both copyrights and patents can protect software, open source licenses—like the GPL—faced a unique challenge. As software patents became more prevalent in the 2000s, open source licenses began to include reciprocal patent agreements, in addition to copyright provisions, to ensure that software patents could not prevent the use or modification of open source software.

Open source patent provisions prohibit patent assertion by any licensee against the licensor and other downstream licensees of the technology. These provisions are usually structured as either a license to a specified technology or a general covenant not to sue. The Open Source Initiative lists nearly seventy different variations of open source licenses. The majority of the analysis in this Section discusses the GPLv3 and Apache licenses, but the provisions of open source licenses vary.

The GPLv3 prevents the enforcement of patent rights through Section 11 of the GPLv3, which states that “[e]ach contributor grants [any licensee] a non-exclusive, worldwide, royalty-free patent license under the contributor’s essential patent claims, to make, use, sell, offer for sale, import and otherwise run, modify and propagate the contents of its contributor version.” However, the provision has caused confusion because it appears directed towards “contributor[s],” which Section 11
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defines as “copyright holder[s].” If a “contributor” must modify the GPLv3 software to be a “copyright holder,” the mere distribution of GPLv3 software without modifications appears not to trigger the license in Section 11. In an attempt to clear confusion regarding the interpretation of Section 11, GPLv3’s drafters stated that “non-contributor redistributors remain subject to applicable implied patent license doctrine.”

In addition to the patent license, the GPLv3 contains a termination clause that terminates copyright and patent licenses in the event that a user initiates a patent lawsuit against any GPLv3 contributor. These provisions appear to further constrain the enforcement of proprietary technology that includes open source software.


The open source patent provisions have some limitations to their effectiveness. Open source licenses lack clarity as to the scope of the patent rights licensed. The drafters of GPLv3 recognized the lack of clarity and subsequently attempted to produce information to assist interpretation. However, because no caselaw has interpreted a patent-related open source provision, uncertainty surrounds the scope and enforceability of the patent licensing provisions. This uncertainty increases the business risk.
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in both releasing software and using software licensed by others under the GPLv3.283

b) Infection of Open Source Software as a Defensive Tactic

Most technology companies today use software protected under an open source license.284 These companies face an internal struggle to coordinate their use of open source software with their patent portfolio management.285 Under a broad interpretation, the GPLv3 grants licenses not only to modified open source software but also to any software that “links” to the open source software.286 The uncertain scope of open source provisions may drive companies to prohibit use of open source software in proprietary commercial products.287 Thus, coordination within a company becomes vital to ensure that a proprietary project does not become “infected” with open source software.

If a portion of the plaintiff’s software has been infected by open source software, a defendant can use the infection as a defensive tactic in patent litigation. First, the plaintiff may have unknowingly granted the defendant a patent license under the provisions of the open source license, which can be used as a defense to an infringement claim.288

Furthermore, the plaintiff’s exposure to countersuit increases if the asserted patent includes (1) the defendant’s open source software or (2) third-party open source software. If the defendant’s open source software infected the plaintiff’s software, the plaintiff likely violates the licensing requirements of the open source license.289 In Twin Peaks Software Inc. v. Red Hat, Inc., Twin Peaks Software (“TPS”) asserted patented software against Red Hat.290 Red Hat initially denied the validity of the patents and claimed they did not infringe—a typical patent defense.291 However, Red Hat discovered that TPS’s proprietary software
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actually included some of Red Hat’s open source software, which triggered the defensive termination clause and created a counterclaim.\(^{292}\) Red Hat amended its counterclaim to include a violation of the open source license and sought an injunction.\(^{293}\) Soon thereafter, the case settled.\(^{294}\)

Further, if a third party has infected a portion of the plaintiff’s software, the defendant can use the plaintiff’s increased exposure to suits from third parties as a defensive tactic.\(^{295}\) For example, the defensive termination provision of the Apache 2.0 states that any patent licenses granted to the licensee on open source software shall be revoked if a licensee asserts patent infringement.\(^{296}\) Therefore, by bringing suit, the plaintiff forfeits any patent licenses it has received from other contributors to the software. Even if the defendant has no direct counterclaim, the plaintiff exposes itself to potential liability from other third parties by filing for patent infringement.\(^{297}\) This exposure may be utilized as a defensive tactic.

Finally, if the defendant discovers that the plaintiff’s software has been infected, the defendant may be able to challenge the inventorship of the patent. Even though the AIA eliminated the inventorship requirement of 35 U.S.C. § 102(f), the PTO has argued that “section 101 continues to restrict the grant of patents to inventors.”\(^{298}\) While the specific use of open source software will dictate the validity of the inventorship argument, defendants have yet another defensive tool that poses additional risk to the patent holder.
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c) Summary of the Modified Open Source License Play

Before utilizing open source licenses, companies must evaluate the value of the patent rights against the value gained through implementation and distribution of open source software. Companies must coordinate the use of open source software with their patent portfolio management if they plan to assert their patents. If proprietary projects include open source software, patent rights could be severely limited. However, the effectiveness of patents used defensively will be unimpeded due to the termination clauses included in open source licenses. Finally, companies in patent litigation should always determine whether their opponent has been infected with open source software. Infection may provide significant defenses and alter the dynamics of patent litigation.

2. RAND II: Limitations and Breach of Contract Claims

As discussed in Part I, SSOs require RAND commitments to encourage the widespread adoption of standards and prevent SEP holders from utilizing their leverage to demand inflated licensing rates. However, smartphone companies used RAND-encumbered patents in the same manner as other patents were utilized. These companies aggregated SEPs as offensive and defensive weapons. This use of RAND-encumbered patents raised concerns, especially in the smartphone industry where the implementation of a standard in a single smartphone requires hundreds or thousands of SEPs owned by different parties. However, recent court decisions seem to have curbed the abuse of RAND-encumbered patents by limiting the availability of injunctions.

a) Injunction Availability

In Apple Inc. v. Motorola, Inc., the Federal Circuit recognized the difficulty of obtaining an injunction on a RAND-encumbered patent but stated that no “per se rule” against injunctions existed. Judge Reyna declared that the eBay framework for analyzing injunctive relief should be
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utilized to evaluate RAND committed patents. Nevertheless, Judge Reyna recognized that within the eBay framework “a patentee subject to FRAND commitments may have difficulty establishing irreparable harm.” Thus, the ability to obtain an injunction on a RAND committed patent appears considerably weaker than it would be without the RAND commitment. This decision reduces the threat of SEPs as weapons of mutually assured destruction and reduces patent holders’ leverage when licensing SEPs.

But companies may attempt to revoke their RAND commitment. SSOs members generally declare the essentiality of their patents to the standard in their letter of assurance, but the SSOs do not examine whether the patents are actually essential. Thus, companies may argue that their patents are not “essential” to implement the standard under the definition provided in the SSOs’ bylaws, which would allow an ordinary infringement suit. But if the patent is essential to the standard, implementers may have a breach of contract defense.

b) Breach of Contract Claim as a Defensive Tactic

The abuse of RAND commitments may lead to a breach of contract claim against a patent holder asserting infringement of a SEP. Because RAND commitments do not arise through statute or regulation, some courts have analyzed RAND commitments as contracts between SEP holders and SSOs, with implementers acting as third-party beneficiaries.

For example, suppose an SEP holder offers an implementer a license for a RAND-encumbered patent essential to the standard. Due to
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differing opinions of “reasonable” terms, the implementer rejects the license offer as inconsistent with the RAND commitment. If the SEP holder files suit for patent infringement, the implementer may attempt to enforce the RAND commitment by bringing a breach of contract action. Alternatively, if the SEP holder seeks injunctive relief prior to RAND negotiations, some courts have found that the SEP holder has breached their duty of good faith owed to the contract between the SEP holder and the SSÔ. These contractual claims provide multiple defenses. First, the breach of contract claim may be used to limit damages by pleading for relief in the form of a judicially determined RAND rate. Alternatively, or in addition, the alleged infringer may point to the RAND commitment to reduce the likelihood that the court grants injunctive relief. Finally, if the SEP holder sought injunctive relief in foreign courts or the U.S. International Trade Commission, the implementer can file a breach of contract suit to enjoin the SEP holder from enforcing an injunction or exclusion order because the SEP holder breached the duty of good faith and fair dealing. However, these defenses are only available when the plaintiff asserts a RAND-encumbered patent.

c) Summary of the Modified RAND Play

Recent decisions have decreased the threat of SEPs as weapons of mutually assured destruction and reduced patent holders’ leverage when licensing SEPs. Therefore, before making a RAND commitment, a company must determine if “reasonable” royalties at higher volumes that result from standardization outweigh the patents’ offensive and defensive value and higher royalties that could be obtained without a RAND commitment. If a company has already made RAND commitments, it needs to investigate whether the encumbered patents are actually essential to the standard when facing litigation. Finally, the RAND commitment
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provides several defensive options for implementers under contract law. However, these options will only be available to implementers confronted with RAND-encumbered patents. While companies cannot choose the patents asserted against them, they can inquire as to whether the asserting party previously made a RAND commitment.

D. **NEW PLAYS: NETWORK CROSS-LICENSING AGREEMENTS**

Instead of relying on Congress—which is arguably in a worse state of gridlock than the patent system\(^\text{316}\)—to provide further remedies, practitioners have continued to develop new defensive plays to protect their interests. Recently, two network cross-licensing agreements\(^\text{317}\) have been proposed as defensive options for practicing companies: the Defensive Patent License Agreement and the License on Transfer Agreement.

Companies may obtain cross-licenses similar to the provisions in the Defensive Patent License Agreement (“DPL”) and License on Transfer Agreement (“LOT”) with other companies through a series of bilateral agreements.\(^\text{318}\) For example, Samsung and Cisco recently entered a cross-licensing agreement that included the two companies’ existing patents as well as patents filed in the next ten years.\(^\text{319}\) However, negotiating individual agreements with a large number of companies in the industry may be prohibitively expensive.\(^\text{320}\)

Network cross-licensing agreements reduce transaction costs and enhance protection benefits through network effects. Network cross-licenses reduce transaction costs by eliminating the costs of negotiation between patent holders and providing a standard license with predictable terms for each participant.\(^\text{321}\) Furthermore, the network cross-licensing agreements utilize positive network effects to enhance the benefits of
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participating. As more companies join, the agreements provide more protection from litigation risks and become more attractive to new members. While these benefits are common to both network cross-licensing agreements, the DPL and LOT Agreements contain distinct licensing provisions that lead to varying reductions in litigation exposure.

a) The Defensive Patent License (DPL) Network

The DPL Agreement, a standardized cross-license, “serves as the connection point for a distributed defensive cross-license network.” Upon joining the DPL network, a participant licenses its entire patent portfolio under a perpetual, worldwide, royalty-free license. If a participant wants to stop offering its patents under the DPL, it may discontinue licensing to newcomers after six months’ notice. However, the participant may not revoke any licenses in place before the end of the notice period unless a licensee brings suit against another DPL participant offensively, in which case all DPL participants may suspend their licenses to the DPL party asserting its patents offensively. Thus, upon entry to the DPL Agreement, companies grant other participants patent licenses that may only be revoked in specific situations. This structure provides protection to participants but requires more commitment than the LOT Agreement.

b) The License on Transfer (LOT) Agreement

Industry participants launched a networked, royalty-free cross-licensing agreement for transferred patents called the LOT Agreement. LOT participants grant a license to other participants, but the license only becomes effective when patents transfer to non-participants. Until transferred, participants preserve full use of their patents. As an example, if a LOT participant owns one thousand patents and transfers two patents to a non-participant, the LOT Agreement grants all other
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participants a license to the two transferred patents. Licenses to the other 998 patents remain untriggered.

The LOT Agreement allows for license termination when patents transfer to a “non-assertion entity.” For example, LOT Participant A transfers its patents to non-LOT Participant B, triggering the licensing provision. If LOT Participant C brings suit offensively against non-LOT Participant B and non-LOT Participant B qualifies as a “non-assertion entity” under the agreement, the license to LOT Participant C may be terminated so that non-LOT Participant B can use the transferred patents defensively.

c) Reduction in Litigation Exposure: Protection from NPE use of Defensively Aggregated Patents

These network cross-licensing agreements protect companies from multiple litigation threats. As discussed, NPEs obtain defensively aggregated patents through two monetization strategies implemented by practicing companies: direct sale of patents to NPEs or patent privateering arrangements. If a company sells patents to NPEs, it typically includes a grant-back license to eliminate the risk of the patents being used against them after the sale. Unlike the typical grant-back provision that only prohibits NPEs from asserting against the seller, the DPL and LOT Agreements prohibit NPEs from asserting transferred patents against all licensed participants. Under the DPL, each participant grants other participants a perpetual license upon joining the DPL. LOT participants grant licenses to other participants that become effective when patents are transferred to non-participants. Thus, both agreements reduce the number of potential targets for NPEs and consequently diminish the profits NPEs derive from purchasing encumbered patents.

In addition, companies indirectly monetize patents by transferring rights to NPEs through privateering arrangements. The structure of the LOT Agreement targets this practice. Because the license does not trigger unless a patent transfers to a non-participant, LOT allows practicing companies to bring suit directly against other participants and confront the risk of retaliation and reputational damage. However, companies cannot
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avoid these risks by transferring their patents to NPEs under privateering arrangements because the LOT license triggers upon transfer. The LOT Agreement deters companies from entering into privateering arrangements with NPEs and decreases the value of encumbered patents to NPEs. The DPL Agreement also protects participants against privateering because the agreement grants participants a license upon entry. Just as countries in the 1800s abolished privateering through treaties, companies eradicate detrimental patent privateering against other participants when they sign the LOT or DPL Agreements. Although both agreements eliminate the threat of patents transferred by participants, companies face additional litigation exposure.

d) Reduction in Litigation Exposure: Protection from Direct Assertion by Practicing Companies

When the patent system functions as intended, companies use patent rights as a tool to recoup the costs of developing a new technology by allowing the patent holder to prohibit other companies from making, using, selling, or importing the patented technology. Under the LOT Agreement, participants may still assert their patents against LOT participants and non-participants in this manner because the license does not trigger unless a patent transfers to a non-participant. Thus, nothing in the LOT Agreement prevents companies from asserting their patents, but the companies must face the risk of retaliation and reputational damage.

Under the DPL Agreement, participants forfeit their ability to assert patents against other participants. While the DPL limits companies’ abilities to assert their patents, it also eliminates the risk of suit from other participating companies. This protection could create more freedom to operate with respect to DPL technologies, allowing participating companies to compete on the merits of their products or services—rather than competing in the courtroom. Furthermore, the DPL Agreement does not prohibit participants from asserting their patents against non-participants.
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c) Litigation Exposure: Incomplete Protection

However, neither the DPL Agreement nor the LOT Agreement will protect companies from patents already owned by NPEs or obtained by NPEs from non–participants.

f) Network Cross–Licensing Agreement Limitations

Furthermore, network cross-licensing agreements impose some limitations in order to provide the positive attributes previously discussed. Network cross-licensing agreements inevitably lower the value of participants’ patents because the patents no longer provide an exclusive right. The license granted to other participants restricts a purchaser’s ability to bring suit, so the value of the patent decreases. This reduction in value may be a deterrent for both large portfolio companies and startup companies. Large portfolio companies lose significant monetary value in their assets by encumbering their patents with licenses, and startup companies hinder their ability to sell off patents as a method of mitigating losses upon failure.

Because their licensing provisions differ, the DPL and LOT Agreements contain additional, distinct limitations.

i) DPL Agreement Limitations

The risk and limitations of the DPL may deter companies from participating. First, even the creators of the DPL recognize that the DPL is not a viable option for companies with business models dependent upon monetization of their patent portfolios. Companies that actively enforce and rely on patents to recoup investments may instead consider the LOT Agreement, which allows direct assertion of patents.

Second, large portfolio companies may not join the DPL because of the potential for disproportionate benefits. A company with a minimal patent portfolio may benefit significantly more than companies that have spent substantial money aggregating large patent portfolios. A company with few patents acquires licenses to all of the larger companies’ aggregated patents without providing much benefit in return. Further, a small startup company could use the DPL as an opportunity to compete
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with large portfolio companies without the risk of patent infringement. Later, when the startup company reaches a position where it is strong enough to survive patent litigation, it could simply terminate its status as a DPL participant.

Lastly, the biggest deterrent to the DPL may be the risk associated with joining. Once a company joins the DPL, the license granted becomes irrevocable unless another member of the DPL offensively attacks. Therefore, companies must be so confident in the value of joining the DPL that they will risk their entire existing patent portfolio, which may have cost millions of dollars to aggregate.

ii) LOT Agreement Limitations

The LOT Agreement faces fewer deterrents to entry for companies but provides less protection from litigation. Unlike the DPL Agreement, the LOT Agreement allows participants to assert patents against other participants. Depending on a company’s monetization strategy, the LOT structure could be viewed as a limitation or a benefit. If a company’s patent portfolio consists of patents that will not be asserted, the company may view the lack of protection from other participants’ patents as a limitation. On the other hand, companies that seek to enforce their patents may not view this as a limitation because the freedom of assertion may outweigh the lack of protection.

The LOT Agreement does not face the same lopsided benefit limitation present in the DPL Agreement. The LOT Agreement does not appear to favor companies with large patent portfolios or minimal portfolios. Due to the sheer number of aggregated patents, companies with larger portfolios provide substantial benefit to minimal portfolio companies by providing a larger number of licenses to minimal portfolio companies if the aggregated patents are later transferred to NPEs. Similarly, the LOT Agreements provide large companies significant protection against patents transferred by failed startups to NPEs.

The reduction in participants’ exposure increases as more operating companies join the LOT network. Therefore, the success of the LOT
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Agreement depends on whether the LOT Agreement can utilize positive network effects to incentivize other companies to join. Google, Canon, SAP, Newegg, Dropbox, and Asana joined the LOT network and placed 300,000 patents into the LOT pool. It is unclear whether these patents will provide sufficient incentive for others to join.

**g) Summary of the DPL and LOT Plays**

Strategically, until the DPL has significant participation, companies with larger patent portfolios may individually cross-license with other companies to avoid the potential lopsided benefits and risks of joining the DPL. Companies with minimal patent portfolios and infrequent monetization may join the DPL for the added protection and terminate participation if their patent strategy or position begins to shift.

The LOT Agreement provides less protection than the DPL but requires less commitment. While the LOT Agreement imposes some limitations for companies seeking to monetize patents through direct sale or patent privateering, it provides diminished risk because all patents remain unencumbered until transferred. Companies with large defensive portfolios and startup companies should consider the LOT Agreement if the value gained outweighs the ability to monetize their portfolio by collaborating with NPEs.

**IV. DEVELOPING DEFENSIVE PLAYS**

Currently, two additional developments may provide future defensive options: inter partes reviews and enhanced fee-shifting. These areas of the law have not fully developed, but this Part introduces these evolving defenses.

Companies may utilize inter partes reviews ("IPRs") to invalidate asserted patents. During an IPR, the Patent Trial and Appeal Board ("PTAB") will evaluate patentability "under section 102 or 103 . . . on the basis of prior art consisting of patents and printed publications" if the requesting petitioner demonstrates "a reasonable likelihood" that the PTAB would find at least one claim invalid. If the petitioner requests an
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IPR after the commencement of patent litigation, a district court will often stay the case.  

Effectively, a stay offers litigants a choice between arguing validity in district courts or at the PTO. District courts construe claims according to “the meaning that [a] term would have to a person of ordinary skill in the art in question at the time of the invention.” However, during IPRs, the PTAB uses the “broadest reasonable construction in light of the specification of the patent in which it appears.” Additionally, the burden of proof differs. A district court requires clear and convincing evidence to invalidate a patent claim, but the PTAB requires only a preponderance of evidence to invalidate a patent claim. Early IPR decisions by the PTAB indicate that the PTO may be a favorable forum for patent challengers, but companies need to monitor the challenger success rate and analyze a larger sample size before reaching such a conclusion.

In addition to the AIA developments, a recent Supreme Court decision indicates that fee-shifting might become a more serious threat to NPEs moving forward. Under 35 U.S.C. § 285, a court may only award attorney fees to the prevailing party in “exceptional cases.” In Octane Fitness, LLC v. ICON Health & Fitness, Inc., the Court articulated a more discretionary standard for determining whether a case is “exceptional.” This discretionary standard could mitigate the current asymmetrical exposure present in patent litigation and gives practicing entities a greater threat against NPEs.
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V. CONCLUSION

The patent system is a complex puzzle that constantly evolves. Multiple factors have contributed to the current patent landscape. First, in the 1980s, the Federal Circuit situated the patent system for rapid growth. With the patent system primed for growth, licensing and assertion campaigns catalyzed a patent aggregation “arms race” that increased patent filings and resulted in webs of overlapping patent rights. Subsequently, after the dot-com bubble burst, NPEs obtained many of these patents and became prominent players in the patent field by exploiting asymmetrical costs and risks. As a result, the current landscape faces the accumulation of these obstacles and an increasing transition from patent aggregation to patent monetization.

These eras produced numerous defensive strategies to help companies compete in the patent landscape: defensive aggregation, RAND cross-licensing, open source licenses, lobbying for doctrinal changes, public disclosure, patent pledges, third-party defensive protection, and network cross-licensing agreements. These defensive plays range from general strategies to specific litigation tactics.

The evolution of the defensive patent playbook will continue as companies develop new strategic maneuvers, new players emerge in the patent field, and courts define the contours of the AIA. No single private action will cure the current patent system. The viability of these “plays” will be dictated by each individual company’s patent portfolio, business goals, and exposure to litigation. Ultimately, each option and strategy in the defensive patent playbook contains its own benefits, risks, and limitations that must be evaluated to prepare a successful patent game plan.
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